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TREND MICRO LEGAL DISCLAIMER 

The information provided herein is for general information and educational purposes only. It is not intended and should not be construed to constitute legal advice. 
The information contained herein may not be applicable to all situations and may not reflect the most current situation. Nothing contained herein should be relied 
on or acted upon without the benefit of legal advice based on the particular facts and circumstances presented and nothing herein should be construed otherwise. 
Trend Micro reserves the right to modify the contents of this document at any time without prior notice. 

Translations of any material into other languages are intended solely as a convenience. Translation accuracy is not guaranteed nor implied. If any questions arise 
related to the accuracy of a translation, please refer to the original language official version of the document. Any discrepancies or differences created in the 
translation are not binding and have no legal effect for compliance or enforcement purposes. 

Although Trend Micro uses reasonable efforts to include accurate and up-to-date information herein, Trend Micro makes no warranties or representations of any 
kind as to its accuracy, currency, or completeness. You agree that access to and use of and reliance on this document and the content thereof is at your own risk. 
Trend Micro disclaims all warranties of any kind, express or implied. Neither Trend Micro nor any party involved in creating, producing, or delivering this document 
shall be liable for any consequence, loss, or damage, including direct, indirect, special, consequential, loss of business profits, or special damages, whatsoever 
arising out of access to, use of, or inability to use, or in connection with the use of this document, or any errors or omissions in the content thereof. Use of this 
information constitutes acceptance for use in an “as is” condition. 
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Hashes 

 

SHA1 Package name App Label Affected 
Version 

019D4326D3340609B3F8326D51E031CAFC6BF9A0 com.chinesevideo.app Great Vision 2.11.1 

01A0B3FBF3E4E840E6AA441353FF29E4C5BF3E10 hottv.box.yuenan VietnamTV 2.12.2 

0637B9116AF595E7451DEA655A05C32AA89FCBDB com.yuevideo.app 粤好睇 2.12.1 

069138865D4A58B3683F1AA687408B40C92FE9CF hottv.box.chinese ChineseTV 2.11.46 

0937B9598A58C6FAD80C8E41F08E11E6D036D4B4 tom.teleplay.ui Popular theatre 2.11.1 

0C6A075E0CF4E94D57AFE085D39423400FA88B7C freetv.box.yangshi Mainland TV 2.12.4 

19E12B139566D2605FF48F153523063B32BC212E com.victor.playback WonderfulPlayBack 2.12.6 

2BBCF7511D6953A64F4284F2454DCE119BD1063E freetv.box.taimin TaiMinTV 2.12.1 

2DAABBE1D2213594C2A8017401F4FA82E24A2475 com.vod.ktv 欢乐 K歌 2.12.3 

396CB2137A6CD6880C96035464712513F44D52B9 tom.variety.ui Variety alliance 2.11.1 

3DA9E9B8271D4227BDCABD47C7F098F17944423D freetv.box.taimin TaiMinTV 2.11.5 

3FD7F0B2E8249FF5F08A82F5DF003F2713744824 com.yueanimepost.app 最愛睇卡通 2.11.1 

583722E9C6BBBF78D7D4D9689679D22FF6A2C4E9 tom.movie.ui Film tribe 2.11.1 

6357DA20ED2661D9B8943275C515C3BD6B9B46C6 com.documentary.app Documentary 2.11.1 

8F999A80497BC29F633301F7F96489FE9BE4EAB5 freetv.box.yuetv YueGang TV 2.11.1 

9434F41147EB7259DCF4F1DD8ED7D1209B1546B8 com.yuevideo.app 粤好睇 2.11.1 

9ECBFF5DF641DA74910439AEFD4AB0596AFAFF6F com.yueteleplay.app 粵煲越耐劇 2.11.1 

A54341B76B88034DE6A47BB5904E6C01C53F3CC4 hottv.box.binfen BinFenTV 2.12.4 

BDE06ADDE1D6F4AC3A1865A4314CA45CA807B39C hottv.box.sportstv Sports TV 2.12.4 

D1AF06E54E294DBC106C03650AC8A556C1B1E1E9 freetv.box.yuetv YueGang TV 2.12.1 

D1F005E07D5369230D2624DE94CFCBDAD14CD914 hottv.box.tomsoccer Tom watch football 2.10.2 

D3AB0DD0AC28181E0C531909460DCDD417178D2D com.chinesevideo.app Various Video 2.12.1 

DBF3A4D820DB3974EDC8063D852AFA40217A9750 com.yueentertainment.app 粵睇粵娛樂 2.11.1 

EFAE44BCCD7FCAF433796911DC7F99264FFED8DE com.yuemovie.app 粤睇粤过影 2.11.1 

FE86AE99EE7B75ABF2BCE047F4B5F2F1B20D3492 hottv.box.tomsoccer Tom watch football 2.11.2 
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